
 

 
 
 

Apache Log4j Vulnerability Statement 
 
 
 
 
To Whom it may concern, 
 
 
Having reviewed the software that Adder Technology Ltd develops for use in its range of 
high performance KVM extenders and switches, we are able to state that none of our 
proprietary software includes the Log4j library and therefore none of Adder’s products 
are affected by the Apache Log4j 2 Vulnerability Notice - CVE-2021-44228.  
 
Adder makes no warrant as to the impact of this potential vulnerability on third party 
equipment or software packages and recommends that advice be sought directly from 
the manufactures of these. 
 
 
 
 
 
 
 
 
 
Signature: ___________________________Date and place: 14th December 2021, 
Cambridge, U.K. 
Signed for and on behalf of: Adder Technology Limited 
 
Authorised signatory: Mr Mark Kennedy     
 
Position / Function: Director of Governance & Compliance 
 
 
 
 
 
 
 
 
Disclaimer – this information is accurate on the date of signing given. Adder makes no warrant or provision that this 
information will continue to be valid beyond this date.  


